
 

 

   

 

 

 

NEW Reset Password Process for your eKeeper 

CRM 

  

  

As part of the recent upgrade 6.32.1 to your eKeeper CRM 

system, the process has changed for how a user resets their 

password 

  

It is essential that all users of your eKeeper CRM follow the below 

process to set up their security credentials to allow a manual reset of 

their password should this be required 

 

 



 

A Super User needs to enable the permission to allow all user groups the ability to 

edit their security question within their details page 

 

 

Once the permission is given, the user will have an 'Account Verification' panel 

where they will be able to 'Update Security Question Details' and provide their 

personal security question and answer 

 



 

 

It is vital that the email address listed 

within your User Details page is one 

you are able to access 

 

 

With your security information updated, should you forget your password, use 

the 'reset your password' link from your eKeeper CRM login page 

 



 

Provide the email address saved to your eKeeper CRM profile 

 

 

An email will be sent, should the provided email match that held within your 

eKeeper CRM 

Use the 'Reset your password' link to proceed 

 

 

 

 



 

Provide your security question answer 

Note - this is not case sensitive 

 

 

Once your security question has been answered you will be able to change your 

password 

Note - Your new password must contain at least 8 characters including 1 

uppercase letter, 1 lower case letter a number and a special character 

 



 

If successful you will be redirected to your login page with a prompt advising of a 

successful reset 

 

   

 

 

 


